
Capabilities Overview



Since 1995, NetCentrics has consistently 
advanced its mission to secure our nation 
by thriving in the evolving digital and 
threat landscape. 

Over the past three decades, we've firmly 
established ourselves as leaders in 
cybersecurity, cloud and digital 
transformation, while supporting defense, 
homeland security, and intelligence 
sectors. 

Our dedication to those safeguarding our 
freedoms inspires us to innovate and stay 
ahead of adversaries. Our commitment to 
excellence ensures we remain vigilant and 
proactive.

Contact us today:
bd@netcentrics.com 
(703) 714-7345

205 Van Buren St, Ste. 420 
Herndon, VA 20170

Visit our website:



Your Mission, Our Priority
For 30 years, NetCentrics has excelled as a reliable IT services provider for 
the U.S. government, evolving from a service-oriented company into a 
dedicated guardian of national security through relentless innovation. 

We are proud of our growth and expertise in cybersecurity, cloud security 
and digital transformation as we consistently deliver cutting-edge solution 
and critical mission support to ensure secure, uninterrupted operations. 

In a digital battleground filled with dangerous adversaries, we stay at the 
forefront of innovation, meeting and exceeding the evolving security needs of 
our customers. 

Excellence is our duty, and we are honored to serve, protect, and innovate for 
the United States federal government. 

Partner with us in securing the nation's digital domains and fostering a safer 
future.
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Cyber Security
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NetCentrics supports and furthers the DoD agencies’ mission with expertise in 
strategic advisory, program management, research, analysis and training. We 
provide a comprehensive services portoflio spanning tactics development, 
strategic communications, information security systems management (ISSM), test 
support and software development. We identify, prioritize and remediate threats 
and vulnerabilities, design risk mitigation strategies, and assist with strategic 
planning to support our national defense customers’ mission-critical objectives. 
We also possess assistance (SETA) and 

.

 
 

 
 

 
 
 

Digital Transformation

Mission Support



 
 

 
fi  

 
 

 
:

•
•
•

•

•
•
•

•

•
•

• L

•

•

•

•
• K
•  & 

•

•

• Strategic Cyber
Advisory Services

• Government
Stakeholder
Expertise

• Regulatory
Research & Policy
Development

• Cyber Gaps &
Opportunities
Assessments

• Strategic Risk
Remediation

•

•
•
•
• &
•

• Z

•

•
&

• fi

•

• K

•

•
•
•
•
• F

Cyber Security Cloud Security

Cloud SecurityCloud Security

Digital 
Transformation

Digital 
Transformation

Mission
Support



Deploying cloud environments meeting the DoD Secure Cloud Computing 
Architecture (SCCA) framework, such as Azure Mission Landing Zones (MLZ)







US Coast Guard: 
14 Years of Partnership

Since 2011, NetCentrics has diligently worked to foster a close partnership with the U.S. 
Coast Guard, successfully performing numerous cybersecurity, digital transformation 
and IT projects in support of multiple USCG missions. This included large projects with the 
Telecommunications & Information Systems Command (TISCOM), Command, Control, 
Communication, Computer, Cyber and Intelligence Service Center’s (C5ISC) Shared 
Services Division 1 in Alexandria, VA, and USCG Cyber.  

Most notably, NetCentrics has served as a 24x7 Cybersecurity Service Provider (CSSP) 
for USCG for over a decade, safeguarding its critical digital assets and infrastructure 
against sophisticated adversaries. Our commitment to continued training and skills 
development of our cybersecurity team contributed to the evolution and implementation 
of modern cybersecurity frameworks within USCG's Cyber Operations. By harnessing 
the power of real-time monitoring tools, scrutinizing system logs, and leveraging 
advanced threat intelligence capabilities, NetCentrics proactively identified emerging 
threats, investigated potential security breaches, and implemented effective 
countermeasures to mitigate risks. 

Further expanding collaboration with the USCG, NetCentrics lent technical and 
operational expertise to successfully stand up the Coast Guard’s Cyber Protection 
Teams (CPTs). Our technicians automated the installation of software and data 
configurations on the CPT kits using Infrastructure as Code (IaC), reducing the time 
between notification and execution of a response mission from five business days to 
under 24 hours. We also integrated the ability to monitor and secure operational 
technology (OT) into the kit as part of the Coast Guard’s mission to secure critical 
infrastructure against cyberattacks. 

NetCentrics’ cyber expertise accelerated the Coast Guard CPTs’ ability to conduct 
operations. We developed an advanced emulation capability, tactics, techniques, and 
procedures (TTPs), a training program, and provided tech support, among a host of 
other support capabilities. NetCentrics personnel even deployed with the CPTs for both 
exercises and real-world operations. 



US Coast Guard:
Key Projects

U.S. COAST GUARD (USCG) NETWORK
OPERATIONS & SECURITY CENTER (NOSC)
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US Coast Guard:
Key Projects

CYBER PROTECTION TEAMS / INCIDENT 
RESPONSE TEAMS
Operating under the ethos of being a “quick strike team,” as articulated by Cleophus 
Thomas, the former director of operations (J3) at JFHQ-DODIN, Cyber Protection 
Teams (CPTs) are specialized teams adept at swiftly identifying, containing and 
mitigating cyber incidents before they escalate. As the Coast Guard stood up Cyber 
Protection Teams, NetCentrics' scope expanded to include not only the NOSC, but 
also support of their CPTs.  

NetCentrics’ technical and operational expertise was central the Coast Guard’s 
success. NetCentrics technicians automated the installation of “clean” software and 
data configurations on the CPT kits using Infrastructure as Code (IaC), reducing the 
time between notification and execution of a response mission from five business 
days to under 24 hours. We also integrated the ability to monitor and secure 
operational technology (OT) into the kit as part of the Coast Guard’s mission to 
secure critical infrastructure against cyberattacks. 

Moreover, NetCentrics’ cyber operations experience accelerated the Coast Guard 
CPTs’ ability to conduct operations. We developed an advanced emulation 
capability, tactics, techniques, and procedures (TTPs), a training program, and 
provided tech support, among a host of other support capabilities. NetCentrics 
personnel even deployed with the CPTs for both exercises and real-world 
operations. The totality of NetCentrics’ support resulted in laudatory CPARs ratings 
from the Coast Guard:  

“Given what I know today about NetCentrics’ ability to perform in 
accordance with this contract or order's most significant 
requirements, I would recommend them for similar requirements in 
the future.” 
KEITH MINER, Contracting Officer, US Coast Guard 



US Coast Guard: 
Feedback & Accolades

 "We utilized the process that was developed in no 
small part with the NetCentrics' team's assistance, 
and it worked perfectly. This help saved us a lot of 
time and frustration."
US Coast Guard 

 "On top of your projects and JQR efforts, your 
expertise is a valuable day-to-day resource for 
questions from all analysts, qualified and 
unqualified, as well as questions from team leads."
US Coast Guard 

 "The NetCentrics team is multifaceted and able to 
flex throughout the organization to ensure mission 
success, planning and execution."
US Coast Guard 

 "The NetCentrics team's Master Analysts are all 
capable of handling highly complex missions and 
demonstrating daily that their knowledge and 
experience is highly valued by the Coast Guard 
Cyber Programs."
US Coast Guard 

 "The kudos provided by the USCG CPT Mission 
Element Lead expressed gratitude for the 
knowledge and expertise that the NetCentrics 
staff provided. This was the first time the team 
started the mission in less than 30 minutes onsite 
due to the staff's technical knowledge and 
presence." 
US Coast Guard 



US Coast Guard: 
NetCentrics' Contracts 

Overview



DISA: 
A 28-Year Partnership

Since 1996, NetCentrics has forged a successful partnership with Defense Information 
Systems Agency (DISA) and performed numerous IT infrastructure and services 
projects in support of multiple Pentagon agencies under the DISA umbrella, including 
the Washington Headquarters Services (WHS) and Joint Service Provider (JSP).  

In 2016, NetCentrics was awarded the Compute and Application Services (CAS) 
contract to provide IT services in support of JSP’s mission of managing and defending 
the Department of Defense's key cyber terrain, particularly in the Pentagon and 
National Capital Region. This $50M+ firm fixed price contract included one base year 
and two option years. NetCentrics and its partners assisted the JSP in its mission to be a 
customer-focused organization that provides, manages, operates and maintains IT 
shared services for the Pentagon and select agencies and organizations in the capital 
region.   

In 2017, NetCentrics became one of the awardees for the Encore III multiple-award 
IDIQ contract vehicle spanning 2018-2028 term enabling us to provide a full range of 
IT services and solutions required by the Department of Defense and other federal 
agencies, including DISA.  

NetCentrics’ relationship with DISA included a four-year, $268.5M contract to provide 
information technology support to the WHS to assist in their mission for managing the 
Department of Defense enterprise infrastructure. NetCentrics performed this work 
2019-2023 at various locations within the National Capital Region, including the 
Pentagon and Mark Center. 

The current NetCentrics JSP AV/VTC Support Services contract involves providing 
audio-visual and video conference support services. The NetCentrics team is 
responsible for managing inventory levels, maintaining accountable records, and 
overseeing the maintenance of JSP AV/VTC endpoint hardware and software 
components. Recently, the NetCentrics AV/VTC team, in collaboration with our 
partner CompQsoft, supported the Presidential Transition Office (PTO) by ensuring all 
its needs and requirements were met. The team's extraordinary commitment, working 
days, nights, and weekends, enabled the PTO to perform its mission effectively. The 
NetCentrics staff was fully dedicated to providing the highest level of service to the 
team that will guide our nation through the next four years, resulting in a resoundingly 
successful Inauguration Day. 

Over the years, the NetCentrics’ staff have worked side-by-side with DISA employees 
and received numerous accolades for their problem-solving and project management 
abilities, expertise, dedication and exceeding customer expectations. 

Feedback & Accolades

“I'd like to commend Darrel Green and his colleague for their outstanding 
customer service this morning. They went above and beyond to assist me 
with a faulty monitor, demonstrating exceptional professionalism and 
courtesy. Please convey my sincere gratitude to them.” 
William T. Merkle, Deputy CIO, FTC 

“NetCentrics has helped with so many things lately, I don’t even know that I 
can keep track. They are truly an asset.” 
Federal Trade Commission 

“I really appreciate how quickly you all were able to resolve my issue! Thanks 
so much!” 
Federal Trade Commission 

“Excellent assistance, very prompt, and cordial to staff – thank you!” 
Federal Trade Commission 



DISA:  Feedback & 
Accolades

 "The NetCentrics team's comprehensive understanding of the 
complex regulatory landscape, coupled with their meticulous 
attention to detail, has enabled them to navigate the intricate 
processes involved with remarkable finesse."

"NetCentrics' unwavering commitment, tireless 
dedication, and remarkable expertise have been 

instrumental in working towards achieving this crucial 
milestone for our shared customer."

 "NetCentrics' exceptional project management skills and ability to 
collaborate effectively with cross-functional teams have been key 
factors in driving the successful completion of this undertaking."

"NetCentrics continues to deliver the best-in-class 
service. This enables the team to succeed and 

achieve results at a rapid pace that would not be 
possible without their support."

"Beyond their technical expertise, the NetCentrics 
unwavering dedication to our team's mission and their 
passion for upholding the highest standards of quality 
and security have been truly inspiring."

"As the leadership wanted to ensure the first 2-3-star 
level forum is a success, the NetCentrics team showed 

up in the afternoon just to be on standby as we 
brought up the system, which worked with no flaws."

"After I called the JSP VTC team, which was picked up 
on the first ring, they decided to send a technician 
immediately to help identify and fix our issue."

"Within 45 minutes, the NetCentrics team was able to 
patch the systems and arrange for the vendor to 

show up the next day to troubleshoot the systems."
"KUDOS and BIG UPS to the NetCentrics team!"

"Great job in regards to your attention and support 
to the Joint History Conference last week. Keep up 
the good work!!"



DISA: NetCentrics' 
Contracts Overview



Federal Trade Commission: 
A 20-Year Partnership

Since 2004, NetCentrics has been cultivating a strong relationship with the Federal 
Trade Commission, culminating in a blanket purchase agreement (BPA) award for IT 
support services as a prime vendor. Under this BPA, NetCentrics has received multiple 
task orders, including End User Support Services (EUSS) contract currently valued at 
$104M, delivering FTC Enterprise Service Desk (ESD) support across all FTC locations 
and organizations to enhance the FTC mission. 

In 2019, the FTC awarded NetCentrics a $35.5 million contract for the FTC Information 
Technology Support Service (ITSS) Blank Purchase Agreement (BPA) which lasted until 
2024. 

The NetCentrics staff have worked closely with FTC employees performing IT support 
services and received numerous accolades for their problem-solving abilities, prompt, 
courteous service and exceeding customer expectations.  

Feedback & Accolades

“I'd like to commend Darrel Green and his colleague for their outstanding 
customer service this morning. They went above and beyond to assist me 
with a faulty monitor, demonstrating exceptional professionalism and 
courtesy. Please convey my sincere gratitude to them.” 
William T. Merkle, Deputy CIO, FTC 

“NetCentrics has helped with so many things lately, I don’t even know that I 
can keep track. They are truly an asset.” 
Federal Trade Commission 

“I really appreciate how quickly you all were able to resolve my issue! Thanks 
so much!” 
Federal Trade Commission 

“Excellent assistance, very prompt, and cordial to staff – thank you!” 
Federal Trade Commission 



FTC: NetCentrics' 
Contracts Overview
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Your Strategic 
Cyber Advisory Partner

GOVERNMENT STAKEHOLDER EXPERTISE
NetCentrics has worked hard to cultivate a reputation of excellence throughout a 
wide range of government organizations. As a leading strategic cyber advisor, we 
know the right people to coordinate with and the best ways to engage them. 

Key Stakeholders Include:
• The Office of the Secretary of Defense
• Deparment of Defense Joint Staff
• Federally Funded Research & Development Centers (FFRDCs)
• The Defense Information Systems Agency (DISA)
• The Intelligence Community (IC)

REGULATORY RESEARCH & POLICY DEVELOPMENT
We pride ourselves on our ability to quickly identify and manage a wide breadth of 
regulatory requirements. These requirements serve as a solid strategic backbone for 
executive decision-making and cyber modernization and policy planning.

Our strategic advisors are well versed in executive requirements from IC directives 
(ICDs) to Joint Pubs to National Security Presidential Memorandums (NSPMs) and more. 
We specialize in applying this knowledge in the form of policy development 
recommendations and insights.

CYBER GAPS & OPPORTUNITIES ASSESSMENTS
Federal agencies have a finite number of resources at their disposal and may have blind 
spots when it comes to cyber strategy and policy, as well as technology modernization 
efforts.
Our strategic advisors assess cybersecurity risks and vulnerabilities for critical sectors 
and develop phased action plans to close cyber gaps and optimize new opportunities.

STRATEGIC RISK & REMEDIATION STRATEGIES
Federal agencies are not immune to ever-increasing risks and threats. NetCentrics 
offers an objective expert voice to help senior members of the DoD and national 
security agencies identify, prioritize and remediate threats and vulnerabilities, design 
risk mitigation strategies, and assist with strategic planning to realize their vision and 
mission-critical goals.

Remediation plans can include manpower, budgetary, software/hardware and policy/
directive recommendations to safeguard organizations and teams of any size.

Our strategic advisors also have a successful track record of working with supply chain 
partners to understand and mitigate 2nd and 3rd-party risk and foreign investment risk.
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 partner relationship with Microsoft has influenced the way it approaches multi-cloud 

threat visibility and resulted in uplift of Azure capabilities to GovCloud. 



Contract Vehicles

GSA MAS
NetCentrics is a prime contract holder on the General Services 
Administration Multiple Award Schedule (GSA MAS) contract vehicle. 
GSA MAS is a flexible, long-term Indefinite Delivery, Indefinite 
Quantity (IDIQ) contract that provides government buyers with access 
to millions of commercial products and services at pre-negotiated 
prices.

• SIN 54151HACS – Highly Adaptive Cybersecurity Services (HACS)
• SIN 54151S – Information Technology Professional Services
• SIN 541990 – All Other Professional, Scientific, and Technical 

Services (Non-IT)
• SIN 541990TAD – Technical and Engineering Services (Non-IT)
• SIN 611430 – Professional and Management Development Training
• SIN OLM – Order-Level Materials
• SIN 541990AV – Professional Audio/Video Services

OASIS+ Unrestricted
NetCentrics is a prime contract holder on the One Acquisition Solution 
for Integrated Services (OASIS)+ Multi-Agency Contract (MAC). Oasis+ 
is a government-wide, multiple-award, Indefinite Delivery, Indefinite 
Quantity (IDIQ) acquisition program for complex professional services 
and innovative solutions from highly qualified firms on a contract 
vehicle designed to be the next generation Best-in-Class (BIC) contract.

SEWP VI  (Solutions for Enterprise-Wide Procurement)
NASA's SEWP VI is a Government-Wide Acquisition Contract (GWAC) 
designed to streamline the procurement of IT products and services for 
federal agencies. We provide a breadth of advanced technology and 
cybersecurity solutions to the government through this contract vehicle.

SeaPort Next Generation (SeaPort NxG)
NetCentrics is a prime contract holder on SeaPort NxG, the Navy’s 
electronic platform for acquiring support services in 23 functional areas 
including Engineering, Financial Management and Program 
Management.



Key Clients



performance overview highlights key contract aspects, such as size, 
scope, complexity, use  
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